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PRIVACY NOTICE   

Though our Branch website is free-standing, UCU Scotland Retired Members Branch follows 
UCU Policy (below) regarding privacy of its members. Our Branch website is does not use 
Cookies but UCU Policy regarding Cookies can be found at https://www.ucu.org.uk/privacy 

The Data Protection Officer for the Branch is the Membership Secretary who can be contacted 
at membsecy@ucusrmb.scot 

UCU is committed to ensuring the privacy and confidentiality of members, potential 
members, and our website visitors; this policy sets out how we will treat your personal 
information. 

Reference to personal data may include any information which directly or indirectly identifies 
you. This may include: your name, address, contact details, date of birth, National Insurance 
number, and your bank account details (if paying your subscriptions by direct debit) . Sensitive 
personal data may include information which reveals your membership of UCU, your race or 
ethnic origin, religion, political opinions, health or sexual orientation. 

The personal data you supply to us will be held in electronic and/or manual format. 

The processing of personal data by UCU shall be in line with the General Data Protection 
Regulation (GDPR). 

This policy reflects our duties under the GDPR to use information fairly, keep it secure, make 
sure it is accurate and keep it up to date. This policy does not apply to other organisations to 
which we may link and whose privacy policies may differ. 

Please read the following policy to understand how your personal information will be treated. 
It may change from time to time, so please check back periodically. This policy was last 
updated on 25th May 2018. 

DATA CONTROLLER 

The UCU is the data controller. Our contact details are 

UCU Carlow Street, London  NW1 7LH 

020 7756 2500 

Email: DPO@ucu.org.uk 

DATA PROTECTION OFFICER 

The UCU has appointed a Data Protection Officer, Paul Cottrell, who can be contacted at the 
above address or by email: pcottrell@ucu.org.uk 

How UCU uses your personal data as a member  

General information about UCU's use of your data and how we may contact you 
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All information that UCU holds concerning you as an individual (your personal data) will be 
held and processed in accordance with the provisions of the GDPR. 

Your data is used by the UCU to manage your membership record and our relationship with 
you as a valued member. 

Purposes of processing 

We process the data you provide to enable us to carry out our legitimate interests as a trade 
union and to help us deliver services to you, which includes the following purposes: 

1.   the administration and management of your membership records 
2.   to provide you with information about UCU's activities and benefits and other 

important information relating to your membership 
3.   to conduct elections and ballots 
4.   to administer branch and other meetings (as well as meetings of any body within the 

union to which you may be elected, co-opted or appointed) 
5.   in the context of providing you with support, advice or representation in any personal 

case (to include UCU seeking their own legal advice in order to assist you) 
6.   to comply with any laws or regulations 
7.   implementing the unions policies through negotiation or otherwise 
8.   individual member's casework and injury claims 
9.   education, training and professional development 
10.  group insurance claims 
11.  resolving disputes involving members 
12.  for other trade union related purposes, including purposes as set in the UCU rules. 

By joining UCU you should understand that UCU may use some or all of the personal data you 
have provided for the above purposes. 

Where the processing of personal data is based on our legitimate interests, it is to act in the 
interests of you as a member or of members as a whole or our staff. Where based on our 
legitimate activities these are in furtherance of our objects, and policies adopted as a trade 
union. 

Access to your personal data 

We will keep your personal data confidential and will take appropriate measures to protect it 
against loss, theft or misuse and to safeguard your privacy. 

Some of your personal data will be available to UCU's employees, full time officers, branch 
officials, workplace representatives and others instructed by UCU for the purposes of carrying 
out trade union duties. 

The type of personal data shared will be relevant to the purpose for which the data is used, so 
for example, unless you have expressly asked us not to, workplace representatives will be given 
your workplace contact details. 
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The UCU will not disclose any of your personally identifiable information to any third party 
without your consent except under special circumstances where we believe that the law 
requires it. 

Monitoring 

The UCU asks members to volunteer information about ethnicity, gender, sexual orientation, 
religion or belief and disability. Such information may from time to time be used by the UCU 
for the purposes of monitoring and analysis only. When this is done any information will be 
anonymised. It is entirely up to each individual whether to provide this data. Doing so does 
help us make sure that our services benefit all members. 

Surveys, and petitions  

When you supply any personal information to www.ucu.org.uk or any site using the ucu.org.uk 
domain, for instance in responding to surveys or petitions or contacting the membership 
department we will explain how we will use it, and each web page will explain why we may 
be requesting information and for what purpose, and will also tell you if we want to pass the 
information on to anyone else. In general, any information you provide to UCU will only be 
used by us unless we are obliged or permitted by law to pass to any third party. 

Updating membership records and communications  

So that we can communicate with you effectively it is important that the contact details we 
hold for you are up to date. You can check your personal details are accurate and amend them 
by logging into MY UCU (https://ucu.custhelp.com). 

UCU may contact you at your home address, by telephone, SMS, fax or email. 

Your membership data is processed to enable to us to meet our legitimate interest to keep you 
informed of news and our activities. We send our members regular communication by email 
to their designated email addresses. 

You can alter your preferences for communications (including the means of communication) 
from UCU. Please note if you change your preference so as not to receive some 
communications from us that could mean that you will not receive important information about 
UCU's activities and policies reported in UC and other publications. 

Sharing your personal data with UCU's data processors  

Data processors are third parties who provide services to us as set out below. We have contracts 
in place with our data processors. This means that they cannot do anything with your personal 
information unless we have instructed them to do it. They will not share your personal 
information with any organisation apart from us. They will hold it securely and retain it for the 
period we instruct. 

Those organisations who carry out trade union related data processing activities on UCU's 
behalf, include those carrying out: 

•   election administration 
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•   maintaining and updating membership information 
•   IT systems support 
•   Validating your membership when contacting to access UCU benefits [this applies to 

Endsleigh Insurance Services only]. 

Data Retention 

If you decide to leave the UCU we will only retain your data so long as is reasonably necessary. 
Generally this will be no longer than 6 years. 

We will retain data for longer where there is a legal or employment related reason for doing so 
e.g. where an employment issue continues after membership ends. In these circumstances data 
will only be retained for as long as is reasonably necessary and this period will not exceed 6 
years Should we need to retain data for longer than 6 years we will provide a clear explanation 
of our reasons for doing so. 

Automated decision-making and profiling 

We do not process personal data for automatic decision-making or profiling. 

Subject Access Requests and other rights 

You have a right to access your personal information held in our records, whether electronically 
or in hard copy. You should contact our Data Protection Officer should you wish to have access 
to this information. 

We also recommend that you advise us should we need to update or complete any of our records 
containing your personal information. 

If you wish to rectify or to erase your personal information, please also contact our Data 
Protection officer. 

As an individual you have a statutory right to object to the UCU processing your data. If you 
wish to do so you must contact the Data Protection Officer, Paul Cottrell, at the address or 
email given above. 

Security of processing 

UCU has implemented technical and organisational measures to ensure the processing of 
personal data remains secured; however, absolute security cannot be guaranteed. 

We make every effort to protect the loss, misuse and alteration of information under our 
control. However, data transmission over the internet is inherently insecure, and we cannot 
guarantee the security of data sent over the internet. 

Transferring personal data outside of the European Economic Area 

For any of the above purposes, we may transfer some or all of your personal data to countries 
outside the European Economic Area ("EEA"). Countries outside the EEA may not have data 
protection laws as comprehensive as those that exist in the EEA. We have, however, taken 
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steps to ensure that data is held securely where it is transferred to our service providers outside 
the EEA. 

Selling personal data 

We will not sell your information to a third party. 

Amending this policy 

We may amend this policy at any time by posting a revised version on the website. 

The change will take effect on the date that we post it on this page. We will take your continued 
use of the site and our services after that date as your acceptance of the change, so if an 
amendment is not acceptable to you then you should stop using the web site and our services. 
In these circumstances we would encourage you first to take up any concerns with our Data 
Protection Officer. 

Contact details 

If you have any queries about this Notice, please contact the Data Protection Officer of UCU 
at DPO@ucu.org.uk  

Supervisory Authority 

The Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, 
SK9 5AF, United Kingdom 

Phone: 0303 123 1113 

  


